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ERKEZETT
2020 MARC 02,

ADATVEDELMI MEGALLAPODAS
fiiggetlen adatkezelok kézott

egyrészrdl
Név: Affidea Magyarorszag Kft.
Székhely: 1083 Budapest, Bokay Janos u. 44-

46, 8.em.
(,Affidea”), masrészrél
Név: NEW HEALT KFT.

Székhely: 1015 BUDAPEST, OSTROM UTCA
16. %]
(,Partner”) (egyiittesen a ,Felek”) koz6tt, az
alabbiakban meghatarozott feltételek mellett.

Jelen Megéllapodas a Felek kozott [ﬁ] napon [ﬁ]
targyban létrejitt megdllapodas kiegészitéseként
szolgdlt, ideértve annak minden mddositisat,
véltoztatdsat vagy kiegészitését, valamint a Felek
kozotti  valamennyl kapcsolddd  szerzfidéses
megillapoddst  (,Megdllapodds”). = A jelen
kiegészités Gsszhangban a Megéllapodas
médositdsardl sz6l6  pontjaval modositja  a
Megéllapodast, amely kiegészités annak aldirdsa
napjdval 1ép hatdlyba (illetve csatolandd a
Megéllapodéshoz) az aldbbiak szerint:

1. A Megiéllapodésok vonatkozd szakaszainak
helyébe a kdvetkez§ pontok lépnek:

—  ————

a) ,Alkalmazandé adatvédelmi
jogszabdlyok™ a GDPR' és az EU-
tagédllamok azt kiegészitd vonatkozd
jogszabdlyai, fgy kiiléndsen az informécids
dnrendelkezési jogrol és az
informécidszabadsagrél szélé 2011, évi
CXII, torvény, valamint az egészséglgyi és
a hozzdjuk kapcsolddd személyes adatok
kezelésérdl és védelmérdl sz6l6 1997, évi
XLVII. térvény.

—_— T Tem——

b) A .,Személyes Adatok”, ,Személyes

Adatok Kiilénleges Kategériai”,
~Adatkezels”, ,Kbzis Adatkezeld”,
LErintett”, JAdatfeldolgozé”,

+Adatvédelmi Incidens” és ,Adatkezelés”
kifejezések az Alkalmazandé adatvédelmi
jogszabdlyban meghatdrozott jelentést
hordozzak.

2. A Megéllapoddés a kovetkez6 0j
rendelkezésekkel egésziil ki:

a) A Felek megdllapodnak, hogy a
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DATA PROTECTION AGREEMENT
between independent data controliers

concluded by and between
Name: Affidea Magyarorszag Kft.
Registered office: 1083 Budapest, Békay Jénos
u. 44-46. 8.em.
(“Affidea”) on the one hand, and
Name: NEW HEALT KFT. [*]
Registered office: 1015 BUDAPEST,
OSTROM UTCA 16. [*]
(the “Partner”) on the other hand, (jointly, the
“parties”) subject to the terms and conditions
specified herein.

This Agreement serves as an addendum to all
Agreements between the Parties including any
amendments, variations or supplements thereto
and all related contractual arrangements between
the parties {the “Agreements”). In accordance with
the clause of the Agreements providing for
variations thereto, this addendum, which Is
supplemental to the Agreements, sets out an
amendment to the Agreements which shall enter
into force on the day of its signature {and shall be
appended to the Agreements) is agreed as follows:

1. The following clauses shall replace the
corresponding = §ections of T the
Agreements:

“Data Protection Law” means all
applicable data protection law, including
from 25 May 2018 the General Data
Protection Regulation (Regulation (EU)
2016/679) specially the Act CXIl of 2011 on
Right of peoples to self-determination and
Freedom of Information, Act XLVII of 1997
on the Processing and Protection of Health

_ and Related Personal Data.

" i,

a) “Perscnal Data”, “Special Categories of
Personal Data”, “Controller”, “loint
Controller’, “Data Subject”, “Processor”,
“Personal Data Breach”, “Sensitive Data”
and “Pracessing” shall have the meaning
set out in Data Protection Law.

2. The following new clauses shall be added to
the Agreements:

a) The Parties agree that in performing its

-~u

' Eurépai Parlament és a Tandcs (EU) 2016/679 rendelete a természetas személyek személyes adatok feldolgozésa
vonatkozdsdban torténd védelmérdl és az ilyen adatok szabad dramldsérdl, valamint a 95/46/EK rendelet hatélyon kiviil
helyezésérdl.
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b)

d)

Megéllapodéshdl ered§
kotelezettségeiknek teljesitése sorén a
Személyes Adatok tekintetében az
Adatkezelést az Alkalmazandd
adatvédelmi jogszabalyoknak megfelelSen
végzik, valamint megillapodnak abban is,
hogy a Személyes Adatok azalatt a
Megéllapodésok vonatkozdséban a
Személyes Adatok Killonleges Kategériai is
értenddk.

A Személyes Adatok tekintetében
tudomdsul veszik és megdllapodnak
abban, hogy a szolgdltatdsoknak a
Megallapodas részeként torténd
teljesitése céljabGl mindkét Fél 6nélld
AdatkezelSként jar el, flggetleniil
hatdrozzdk meg az adatkezelés céljat és
eszkozeit, ebbsl a célbdl Személyes
Adatokat tovabbftanak egymdsnak, az
Alkalmazandé adatvédelmi
jogszabalyoknak megfelelen.

i. A Partner hatdrozza meg, hogy a
Személyes Adatok kezelése [ﬁ]
céljabal torténik, valamint a Partner
meghatarozza ezen cél tekintetében
az Adatkezelés eszkbzeit is; és

ii. Az Affidea hatdrozza meg, hogy a
Személyes Adatokat kezelése
epészségligyi  elldtds  nydjtasa

T T cdljdbol  torténik, @s az Affidea
meghatédrozza ezen cél tekintetében
az Adatkezelés eszkozeit is.

c¢) A félreértések elkerllése érdekében a

.Felek tudomasul veszik és megdallapitjak,
hogy a Megdllapodds alkalmazasdban a
Felek nem Koz8s Adatkezelfk, és egyik Fé!
sem a masik Fél Adatfeldolgozdja. A Felek
onalléan foganatositjdk az Alkalmazandd

adatvédelmi jogszabdlyok szerinti
gdatvédelmi © ~ T~ kételezettségeik
teljesitéséhez szlkséges technikai és

szervezési intézkedéseket.

Mindkét Fél kiteles:

i,  teljesiteni az Alkalmazandd
adatvédelmi jogszabélyok szerint az
Adatkezel6kre  vonatkozd  dsszes
kotelezettséget, amennyiben azok
vonatkoznak az adott Félre a
Megdllapodés értelmében a madsik
Félt6l kapott vagy a madsik Félnek
elkilddtt Személyes Adatok
vonatkozasdban (ideértve tGbbek
kozott az Erintettnek a GDPR 13. és
14, cikkel szerinti tajékoztatast);

ii. biztosftani a Személyes Adatok
esetleges tovabbitasanak
jogszer(iségét a Felek kozitt,

b}

d)

P
Il

obligations under the Agreements, that in
respect of “Personal Data”, all processing
wili be undertaken in accordance with
“Data Protection Law”, and it is further
agreed that any reference to “personal
data” in the agreements is tc be
understood to refer to “special categories
of personal data” also.

With respect to Personal Data, it is
acknowledged and agreed that, for the
purposes of the services to be performed
as part of the Agreements, each Party acts
as a Data Controller independently
determining the purposes and means of
processing and shall transfer data
between them to that end, in accordance
with Data Protection Law.

i. Partner determines that Personal
Data shall be processed for the
purposes of [*] and Partner shall
determine the means of processing
also; and

fi. Affidea determines that Personal
Data shall be processed for the
provision of healthcare and Affidea
shall determine the means of
prclgessing ?_',5_9;

For the avoidance of doubt, the Parties
acknowledge and agree that, for the
purpose of the Agreements, the Parties
shall not be Joint Controliers and neither
Party shall be the Data Processor of the
other Party. The Parties herein shall
implement such technical and
organizational security measures as are
required to comply with the data security
obligations undef Data Protection Law. -

Each party shall:

carry out each of its responsibilities,
where applicable, of a Controller
under the Data Protection Law If it
applies to that party in relation to
Personal Data received from or sent
to the other party under the
Agreements (including but not limited
to providing a compliant data privacy
notice to the Data Subject);

ensure the lawfulness of the potential
transmission of personal data
between the Parties, if necessary for
the performance of the Agreements;

only process the Personal Data as

——
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ifi.

v,

vi.

vii.

viil.

amennyilben az szlikséges @
Megéllapodds végrehajtasihoz;
kizérélag azokbdl a célokbdl kezelni a
Személyes Adatokat, amely célokra
az adott Fél megkapta Gket, vagy az
ezen Fél 4ltal az Alkalmazandd
adatvédelmi  jogszabdly  alapjan
meghatarozott tovabbi célokbdi;
megfelel6 technikai &s szervezési
biztosftékokat nydjtani a Személyes
Adatok biztonsdgdnak, titkossdganak
és integritisanak védelmére;
haladéktalanul értesiteni a madslk
Felet a téle kapott Személyes
Adatokkal kapcsolatos Adatvédelmi
Incidensrél;

kizardlag a Megéllapodas
teljesitéséhez sziikségesre korlatozni
a Felek kozétti Személyes Adatokra
vonatkoz$ dtaddst; valamint
figeetlen adatmeg&rzési iitemtervet
haszndlni, amelynek alapjén a
kezelés célJdnak (céljainak)
teljesftésiilését kdvet6en mindkét
Fél torli a Személyes Adatokat;
minden  egyéb,  alkalmazandd
adatvédelmi jogszabdlyok szerinti
kitelezettséget teljesiteni.

e) Az alébbi modszerek hasznalhatéak a Felek
kozoitti adattovabbitashoz:

- T~ “E'miall - A Felek ad-hoc middon

hasznélhatnak e-maileket az
egyméssal valé kommunikécidhoz.
Az Affidea az e-mailek, illetve e-mail
mellékletek titkositdsdnak szdmos
alkalmazasi szintd opcidfat
tdmogatja, és adott esetben
készséggel egyeztet a Partnerrel a
megfeleld formdtumot illetGen. Az
Affidea e-mail szervereinek
mindegyike tdmogatja az e-mail-ek
szerverek kozotti Stvitelének -eseti
Transport layer Security (TLS)
titkositasat, és a Partner s
vélaszthatja azt az opciét az e-mail
szerverén, hogy titkositja az dsszes,
Affidea-nak 52616 e-mail
kommunikéciét TLS haszndlatdval.
Hasonléképpen lehetévé keli tenni a
Partner szdmdra, hogy beallitsa az e-
mail szerver(ek)t oly médon, hogy
nem fogad semmilyen e-mailt az
Affidea domain-jébél, kivéve, ha az
TLS-el titkos(tott csatornan érkezik.

Amennylben az e-mail nem
titkositott (tantsitvdnnyal vagy PGP-
vel), a mellékietét, amely Személyes
Adatot tartalmag, jelszoval szitkséges
védeni, 65 a jelszét egy masik
kommunikdciés csatorndn keresztll

vi.

vii.

viii.

required for the purposes in relation
to which it was received by that party
or other purposes determined by that
party as permitted under the Data
Protection Law;

maintain appropriate technical and
organizational safeguards for
protection  of the  security,
confidentiality and Integrity of the
Personal Data;

promptly notify the other party on
becoming aware of any Personal Data
Breach relating to Personal Data
received from it;

limit transmission of Personal Data
between the Parties to what is
necessary for the performance of the
Agreements; and

each Party will use independent data
retention schedules based upon the
requirement to erase the personal
data after fulfilling the purpose(s) of
processing.

the Parties are required to comply
with any other applicable data
protection law.

e} The following methods of data exchange

shall
i

be utilized:

E-Mail — Parties may use email on an
ad-hoc basis to communicate with
each other.

Affidea supports a variety of
application level options for email or
email attachment encryption and
Partner is invited to negotiate an
appropriate format with
Affidea. Affidea’s Mall servers all
support opportunistic  Transport
Layer Security (TLS) encryption of
email transmission server-to-server
and Partner may mandate at their
mail server end to encrypt all email
communications going to Affidea
using TLS. Similarly, it should be
possible for Partner to configure
their email server(s) such that they
will not accept any email coming
from the Affidea’s domain unless it is
coming over a TLS encrypted
channel.

If the e-mail is not encrypted (as per
certificate or PGP) its attachment
containing Personal Data must be
secured with' a password, and the
related  password must be

-
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kell eljuttatni.

Az Affidea Személyes Adatok
Kiildnleges Kategéridjanak (tgy, mint
egészségligyl adatok) megosztdsat
kizardlag az aldbbi i, iii, és iv. pontok
szerinti médon engedélyezi,

iil. Rendszerhez wvalé  hozziférés

{ktzvetleniil vagy interface-n
keresztlil)
Az Affidea készséggel egyeztet a
masik fél &ltal tulajdonolt/hasznilt
megfelel§ rendszer alkalmazésérés! a
Megdllapodéds szerinti adatétadés
tekintetében. Az dtaddsnak mindig a
szlikségességhez kell igazodnia.

iii. Secure File Transfer Protocol (SFTP)
- Az Affidea rendelkezik azon
technikai  felszereltséggel, hogy
fajlokat téltsén le az Uzleti partnerek
altal m(kodtetett SFTP szerverrdl
vagy féjlokat tovabbitson oda, az
adatok  biztonsdgos  cseréjének
érdekében.

iv.  SharePoint -Az Affidea készséggel
létrehoz egy kozds SharePolnt-
térhelyet a Partnerrel, egy vagy tébb

specifikus  mappa  megosztisa

érdekében, A SharePoint
haszndlatédval a mappékhoz tartozd

- hozzéférési ~ jogosultsdgok
- ~ Tfolyamatos ellenérzés alatt 4linak, a
mappdékat Multifactor

3.

Authentication segitségével lehet
elérni, és a mappahoz kapcsol6dd
Osszes  tevékenység és  fijl
naplézdsra keril.

f) Bérmely Félre a mdsik Fé&l Adatvédelmi
Incidensekkel vagy massal kapesolatos
gondatlansdgdnak kovetkeztében vagy
amiatt, illetve bérmely egyéb médon a
masik  Fél  cselekményeinek  vagy
mulasztdsainak  felréhatéan  kiszabott
bérmilyen birsag, blintetés, bejelentési és
kivizsgaldst koltség, valamint polgéri jogi
kartéritési Osszeg (az Alkalmazandé
adatvédelmi jogszabalyok éltal
meghatdrozott kivételektsl eltekintve)
tekintetében azt a Felet terheli
kértalanltasi kételezettség, amely
érdekkorében az adott jogsértés felmerdilt.

Jelen Megéllapoddsra a magyar jog az
irdnyadé,

A jelen kiegészitéssel mddositott vagy
helyettesitett fenti pontok kivételével a
Megdllapodas minden més pontja véltozatlanul
érvényben marad. A jelen kiegészitésben
moédositott vagy kiegészitett pontok kivételével

communicated with the use of
different media.

Affidea only agrees sharing Special
Categories of Personal Data (as
health data), via alternative methods
as listed in clause i, ifi. and iv. below.

ii.  Access to systems {direct access or
interface) — Partner is invited by
Affidea to negotiate an appropriate
access to systems owned/operated
by the party required to transmit
data under the Agreements. Access
must be always limited to the
necessary extent,

il Secure File Transfer Protocol {SFTP)
- Affidea has the technical capacity
to obtain files from or deliver files to
an SFTP server operated by business
partners for the purpose of
exchanging data securely.

. SharePoint ~ Affidea willingly sets up
Microsoft SharePoint repository with
Partner to share one or more
specific folders. With the use of
SharePoint, the folder’s permissions

“are controlled, the foldér can be

accessed via Multifactor
Authentication and all activities
related to the folder and the files
within are logged.

f) Any fine, penalty, notification and
investigation costs or civil damage award
Imposed on one Party as & consequence or
caused by the negligence of the other
Party or ctherwise attributable to the acts
or omissions of the other Party with
respect Personal Data Security breaches or
otherwise shall (save as prohibited by Law)}
fall to be the subject of an indemnity from
that Party,

This Agreement shall be governed by
Hungarian law,

Save insofar as the terms above have been
replaced or amended in this Addendum, all
other terms of the Agreements will remain
unchanged. Save to the extent amended or
supplemented by this Addendum, the
Agreements shall continue in full force and
effact. For the avoidance of doubt, to the



a Megéllapodés véltozatlanul hatdlyban marad.
A kétségek elkerlilése érdekében, amennyiben
a jelen kiegészités és a Megdllapodas kozott
dsszelitkbzés vagy ellentmondas élina fenn, az
ilyen @&sszelitkdzések és ellentmonddsok
tekintetében a jelen kiegészités rendelkezései
irdnyadéak. Jelen  kiegészités és a
Megdllapodds egyiittesen alkotjdk a Felek

extent that there is a conflict or inconsistency
between the terms of this Addendum and the
Agreements, such conflict or inconsistency
shall be resolved by giving precedence to this
Addendum. This Addendum and the
Agreements shall together constitute the
entire agreements between the parties in
relation to their subject matter.

kbzott a targgyal kapcsolatos  teljes
megallapodast.

<

Affidea Magyarorszag Kft

signature:
name: Leitner Gydrgy

New Health Kk position: CEQ/gyvezets
1015 Buda . date: fidea M
1 o S bos-o odfiieS

Szam: <244
aléfrés: -
név: Dr/Babai Laszld

pw/lfré/ ligyvezet§ igazgaté

/Btum: 2020.02.,03,

gyprorszag K,

ddnos u, 44-46, 8.em,
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